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Deep neural networks (DNNs) have fueled the wide deployment of object detection models in a number of mission-critical domains, such as traffic sign detection on autonomous vehicles, and intrusion detection on surveillance systems. Recent studies have revealed that deep object detectors can also be compromised under adversarial attacks, causing a victim detector to detect no object, fake objects, or wrong objects. However, very few studies how to guarantee the robustness of object detection against adversarial manipulations. This keynote presents an in-depth understanding of vulnerabilities of deep object detection systems by analyzing the adversarial robustness under different DNN detector training algorithms, different attack strategies, different adverse effects and costs. Then I will describe a set of mitigation strategies and techniques for robust object detection by guaranteeing high adversarial robustness while maintaining high benign detection accuracy.
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